
NIS2 across the EU
Belgium

As NIS2 is implemented 
across the EU, we are 
tracking the key features 
and important differences 
arising under local 
legislation.

In the second of our local 
country updates, we look 
at Belgium.
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The Legislation

→ The Act of 26 April 2024 establishing a framework 
for cybersecurity of network and information 
systems of public interest for public security 
purposes

→ The Royal Decree implementing the act of 26 April 
2024 establishing a framework for cybersecurity of 
network and information systems of general interest 
for public security

Both enter in force on 18 October 2024
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Liability

→ Members of management bodies are liable for the 
entity’s non-compliance in line with the existing civil 
law regime, both vis-à-vis the entity and third 
parties. Management responsibilities include: 

● Approving the cybersecurity risk-management 
measures

● Oversee the implementation of cybersecurity 
risk-management measures

● Follow cybersecurity training as well as having it 
organised for all staff

→ Administrative sanctions for entities
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Registration and Main 
Establishment

→ Belgium has implemented the main establishment 
principle.

→ DNS service providers, TLD name registries, cloud 
computing service providers, data centre service 
providers, managed (security) service providers etc. 
must register by 18 December 2024 with the Centre 
for Cybersecurity Belgium (CCB)

→ Essential and important entities and domain 
register service provider must register by 
18 March 2025

See: https://atwork.safeonweb.be/register-my-organisation
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Infosec Requirements

→ The Belgian implementing act does not set out 
additional cybersecurity risk management 
measures.

→ However, the Belgian implementing act recognises 
the following certifications as conclusive evidence 
of having appropriate cyber security measures in 
place:

● CyberFundamentals (CyFun®) certification

● ISO/IEC 27001 certification

→ Conformitity assessments are mandatory for 
essential entities
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Contacts
Get in touch with our experts if you have any queries or need 
support complying with NIS2 in Belgium or across the EU.
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Tim Van Canneyt
Partner, Data & Technology, Brussels

+32 (0)2 742 70 36

tim.vancanneyt@fieldfisher.com

Louis Vanderdonckt
Associate, Data & Technology, Brussels

+32 (0)2 742 70 00

louis.vanderdonckt@fieldfisher.com

James Walsh
Partner, Technology, London

+44 (0)330 460 7083

james.walsh@fieldfisher.com

Michael Butterworth
Director, Technology, London

+44 (0)330 460 6122

michael.butterworth@fieldfisher.com
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Further updates

→ For further updates on NIS2 across the EU and a list 
of our international contacts:
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Click 
here

https://www.fieldfisher.com/en/insights/nis2-across-the-eu
https://www.fieldfisher.com/en/insights/nis2-across-the-eu
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